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2019 KPMG Audit Committee Survey 

Leverage Internal Audit – Value Creation to Organization

Flexible and responsive to 

changes

66%

Audit plan focusing on risks 

and control validations

65%

Audit plan validating risk 

management process

52%

Improvement in talent 

management 

36%

Culture audit 24%

Environmental, Social, Governance (ESG) – Perceptions

Part of normal regulatory 

compliance

49%

Increasingly important to 

stakeholders

31%

Impact on the Company's 

brand and identity

29%

Important to long-term 

performance

36%

Primary focus on emerging 

risks

24%
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Disruptive trends worth watching
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Data as key strategic asset
• 90% of World Data has been generated in the 

past 2 years. 

• 2.7 Zettabytes of Data generated in prior year

• Data generated through modern devices e.g. 

mobile phone, computer, IOT and through 

stronger network

• The companies have more competitive through 

maximizing consumers’ behavior and data

• Personal Data is protected by laws

• Data security breach draws public attentions

Thailand enacted its Personal Data Protection Act 

(PDPA), which was published in the Government 

Gazette on 27 May 2019.
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Artificial Intelligence



Document Classification: KPMG Confidential

8
© 2019 KPMG International Cooperative (“KPMG International”), a Swiss entity. Member firms of the KPMG network of independent firms are affiliated with KPMG International. KPMG International 

provides no client services. No member firm has any authority to obligate or bind KPMG International or any other member firm vis-à-vis third parties, nor does KPMG International have any such 

authority to obligate or bind any member firm. All rights reserved.

5G Future
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Blockchain
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Blockchain



Document Classification: KPMG Confidential
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Audit Committee responses
• Encourage the Company to adopt risk cultures in all aspects 

•

• Revisit the risk management process ensuring that emerging risks, fraud risks and 

change in businesses are addressed properly in the risk management process

• Advise the Management to keep up-to-date those disruptions and actions to be 

taken

• Encourage the workforce of the Company to effectively adopt those trends

• Maximize the use of data analytics

• Ensure the effectiveness of IT and cyber security audit 

• Encourage the Management to maximize technology in its risk management 

process, control monitoring and reporting
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Bangkok, Thailand

Phone: (66) 2677 2000

Fax: (66) 2677 2222

Piyada Tansawai

Manager

Email: piyada@kpmg.co.th

Tel: 0-2677-2719, +66649592593

Disclaimer

This proposal is made by KPMG Phoomchai Business Advisory Ltd. (KPMG), a Thai limited liability company and member firm of the KPMG network of independent firms affiliated with KPMG International, a Swiss 

cooperative, and is in all respects subject to the negotiation, agreement, and signing of a specific engagement letter or contract.  KPMG International provides no client services. No member firm has any authority to 

obligate or bind KPMG International or any other member firm vis-à-vis third parties, nor does KPMG International have any such authority to obligate or bind any member firm.

Contact Detail:
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Partner

Email: sukit@kpmg.co.th

Tel: 0-2677-2678, 084-075-4755


